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Document Retention Policies


With the recent news about the guilty verdict against Arthur Andersen for destroying evidence in the case, many businesses are forced to examine their document retention policies. In this case, Arthur Andersen destroyed documents that were deemed vital to the investigation behind violations of Securities and Exchange Commission regulations. By destroying these papers, Andersen assisted in obfuscating the true financial condition of their clients.

Before you panic and order your staff to save every single document you generate, keep in mind that every company should have a document retention policy. This is basically an accepted corporate practice for destroying or archiving old paper. Businesses generate paper in varying quantities. Some businesses are virtually paperless while others drown in paper. It’s time to figure out how, when and what to keep and what to shred.


First and foremost, find out if there are any legal requirements for document retention for your industry! I know, for instance, that engineers are required to keep all job documents for ten years. Also, remember that the IRS requires you to keep documents for seven years. Learn everything you can about legal restrictions before deciding on your policy. Does your company offer a return or warranty? This will require the retention of certain documents. Make sure to include this in the list of retention requirements.


Next, go through a list of every type of document you generate in your business. Make a list of all these documents. They don’t have to be in any particular order. Get your staff to write out a list of every document they generate or work with in the normal course of business. Then get someone to take those different lists and remove duplicates. When finished, you should be given a complete list of every document generated by your business.

Next figure out what items are absolutely necessary. Do not cop out and say that everything is necessary. This is ridiculous. You do not need very single document you generate. Some are completely useless and others are mostly useless. Now, take the complete list and mark any items with legally mandated retention requirements. State how long the law requires you to hold onto these. 

 Now mark all the documents required by your company’s warranty or guarantee programs. Again, be sure to state how long they must be retained. Look at all the remaining items and figure out how long you need to keep copies of these documents just to be on the safe side. Remember that not all documents are absolutely necessary.

Congratulations, you have just created a basic document retention policy. From here all you need to figure out is how you will archive records that need it.

Archiving


If you like, you can spend the money and archive every single old document you have. There are a variety of methods available for archiving from microfilm to scanning. Usually the best bet for archiving is scanning.


You need someone to scan your old documents and then save them according to function. For example, if you chose to archive sales orders, you should probably save them under the order number. This will ensure that you can always find the document you want when needed. Chances are you will never have to look up an old record from your archive but you should develop a scheme that makes it as easy as possible.


Remember that a scan is a picture so unless you run an Optical Character Recognition software to convert the image to text, you will not be able to edit the saved copy. Believe it or not, this is favorable. If an auditor comes and wants to see your records, he will be happier if they are retained as images, not editable text. 


Now, you have spent all the money and time and you have scanned all your images. You have named them using a logical scheme so that archived documents can be easily located. Now you need to put all this data on a media that can be stored easily. I recommend writable Compact Discs. A box of 50 blank CDs costs about $20.00 if you shop around. They are cheap to create, cheap to maintain and virtually all new computers are sold with a built in CD-RW for creating CDs. Make sure you label the new CD so that you can easily locate it and you know what is on that particular CD. 

Keep a table of contents for every CD you create! You do not want to have to dig through 10 CD’s to find a single document. Make an accurate table of contents for each CD and put it in a safe place where you are guaranteed not to lose it. There is nothing more frustrating than trying to find a single document on a CD especially when you can store thousands of documents per CD.

If you like you can spend the extra money and buy a DVD writer. These have come down in price in recent weeks but are still far more expensive then CDRWs. On the flip side, they hold a significant amount more data. The typical CD holds about 650 megabytes of data while a DVD holds about 4.7 gigabytes on one side! A 10 pack of blank DVDs will run you about $60.00 and a DVD writer costs about $350.00 for an internal drive.

While I recommend CDs there is no reason why you cannot use hard disk drives. These drives can be attached to your network and provide availability of these documents to your staff. Then again, you can do the same with the CD. In either case it’s up to you to decide which you will use.


There is no reason on earth why you can’t just decide to archive everything. Obviously this will take more time depending on the amount of paperwork you have. Usually I recommend that companies archive data they do not have a digital version of already. For example, if you generated the purchase order page using your accounting software then there is no need to keep a copy of that document since you can always reprint it. However if a customer sends you an order, keep a copy since there is no way for you to recreate it. Be logical and you’ll find the answers.

Don’t Burn ‘Em


The documents you do not archive will be destroyed. Take your pick from any number of methods. Generally, companies shred their documents into nifty little strips of paper. This is wise especially if you deal with sensitive data that could cause damage if they fall into the wrong hands. Besides, while you shred them you can pretend that you work for Arthur Andersen.


Whatever you do, make sure you recycle the documents after you have destroyed them. No sense in wasting the paper by burning it. 
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